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Executive Summary

This paper provides information about how to set up the Dell DR Series Deduplication Appliance as
a backup target for vRanger Pro® Backup & Replication software. This paper is a quick reference
guide and does not include all DR Series Deduplication Appliance deployment best practices.

See the DR Series Deduplication Appliance documentation other data management application
best practices whitepapers for additional information.

NOTE: The DR Series Deduplication Appliance/vRanger build version and screen shots used for

this paper may vary slightly, depending on the version of the DR Series Deduplication Appliance/
vRanger software version used.
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Install and Configure the DR Series Deduplication
Appliance

1. Rack and cable the DR Series Deduplication Appliance, and power it on.

2. Please refer to Dell DR Series Systern Administrator Guide, under sections of "iDRAC
Connection’, "Logging in and Initializing the DR Series System”, and "Accessing
IDRACS6/Idrac7 Using RACADM" for using iDRAC connection and initializing the appliance.

3. Login to iDRAC using the default address 192.168.0.120, or the IP that is assigned to the
iDRAC interface. Use user name and password of “root/calvin’.

apsons

! poeoeeon} §

4. Launch the virtual console.
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5. After the virtual console is open, log in to the system as user administrator and the
password StOr@ge! (The “0" in the password is the numeral zero).

6. Set the user-defined networking preferences.

Jould you like to use DHCP (yessmno) 7

~ a subnet mask:

*» a default gateway address:
~ a DNS Suffix (example: abc.com):
> enter primary DNS server [P address:

ould you like to define a secondary DN3S server

*lease enter secondary DNS server IFP address:

7. View the summary of preferences and confirm that it is correct.

Set Static IP Address

IP Addx 5 18.18 .86. 148

Network Mask

Default Gateway 18.18.86.126

DNS Suffix idmdemo . local

Primary DNS Server 16.18.686.181

Secondary DNS » 143.166.216 .237

Host Hame DR4888-5

fire the above sett ings correct (yes-sno)d 7T _
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8. Log on to DR Series Deduplication Appliance administrator console, using the IP address
you just provided for the DR Series Deduplication Appliance, with username administrator
and password StOr@ge! (The "0" in the password is the numeral zero.).

e =
@ e 1921682250 Enter User Defined IP Address
x [l snegic B B

[E

DAL ohiooe
DR4000-DKCVES1

Login
Pioase onter your password:

Usermama: administrator

Log in

Note: if you do not want to add DR Series Deduplication Appliance to Active Directory, please see
the DR Series Deduplication Appliance Owner's Manual for guest login instructions.

9. Join the DR into Active Directory domain.

e Select Active Directory from the menu panel on the left side of the management
interface.

WLL DR4100

Dashboard
Global View
Dashboard
Alerts & System State: optimal [l HW Stata: optimal |l Number of Alerts: 0 Number of Events: 11154
Capacity Storage Savings Throughput
Zoom: 0 15 L6 1m W ) Zoom: 0 19 L9 Im v ')
Physscal - -
! Saings (%) nigis
Storage 1 )
Containers .
]

Time (ris
W Total Savings

System Information

Product Mame DR4100 Tolal Savings B4 %
System Name: vanw-sw-02 Total Number of Files in All Containers: TG (T
Software Version 99.0.0504.0 Number of Gontamers 4

Current Date/Time Mon Mov 18 23:25:00 2013 Humber of Containers Replicated 0

Current Time Fone US/Pacific Active Bytes AR GiR (7
Cleaner Status Il
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e Enter your Active Directory credentials.

ML DR4100 administrator (Log out) | Help

B  Global View
B Dashboard
Alerts Settinas
Active Directory Configuration

Active Directory Join

Events
Health

* = fields are required

sage Domain Name (FQDN)*:
Container Stafistics Username*:
Replication Statistics . .
Storage Passwoid: Enter Active Directory Info
Containers Org Unit:
Replication
Clients Cancel Join Domain
Schedules T VENWESW-0Z 0 anna Tocaliw-cIrs=uTt

Replication Schedule
Cleaner Schedule
System Configuration
Networking

Active Directory

Local Workgroup Users
Email Alerts

Admin Contact Info
Password

Email Relay Host

Date and Time
Support

Diagnostics

Software Upgrade
License

Copyright @ 2011 - 2013 Dell Inc. All rights reserved

10. Create and mount the container. Select Containers in the tree on the left side of the
dashboard, and then click the Create at the top of the page.

DAL Dpr4too administrator (Log out) | Help

ivanw-sw-02 testad ocarina lc |-
Containers - !
Global View

Dashboard
Mumber of Containers: 1 Container Path: /containers
Containers Fllas NFS CIFS RDA Replication Salect
backup 2 o ./ Mot Configured

Schadules

System Configuration

Copynght © 2011 - 2013 Dell Inc. All rights reserved
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11. Enter a Container Name, select Enable CIFS or Enable NFS check box. Symantec
NetBackup supports both CIFS and NFS protocols.

ML DR4100

| Create New Container:

ivanw-sw-02

Global
Dashb:
Alerts

NS Connection Type‘ No Access '® NAS (NFS, CIFS) ' Rapid N
NFS
NFS access path: 10.250.224.190:/containers/sample

Container Name - sample

Use NFS to backup UNIX g#f LINUX clients.
¥ Enable NFS

Select CIFS or NFS

Open Access (all client® have access)

Client Access:

j Add client (IP or FQDN Hostname):

® rw insecure
Oro

Map root to:

-select-

Assign a name to the container, select its type, access protocol tgdise and add clients that need access.

Name the container

W Elecl
CIFs

administrator (Log out) | Help

* = required fields

CIFS share path: 1110.250.224.190'sample

Use CIFS to backup MS Windows clients.
¥ Enable CIFS

Client Access:
COpen Access (all clients have access)

Add clients (IP or FQDN Hostname)

Cl 3
e Enter Backup Server Info .
NFS Options:

|
Cance_Create a New Con T

| S

ntainers

Copyright ® 2011 - 2013 Dell Inc_ All rights reserved
1

12. Select the preferred client access credentials.

Conneclion !ypn:' Mo Access '® NAS (NFS, CIFS) ' Hap)
NF3
NFS access path: 10.250.224.190:/containers/sample

Use NFS ta backup LMK LINUX chents

# Enable NFS
T Select CIFS or NFS

Open Access (all clien® have access)

Add client {IP ar FODN Hostname)

Clients

MFS Options:
*w nsecure
o
Map root to:
select =

| Copyright @ 2011 - 2013 Dell Inc. ANl rights resered
Li

machines)
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Enter Backup Server Info

* = required fields

CIFS

CIFS share path: 110.250.224 1%0sample

Use CIFS to backup MS Windows clients
#| Enable CIFS

Client Access:
Open Access (all chents have access)

Add chentz (IP or FODMN Hostname)

antemners

=

Cancefl Create a New Container

Note: For improved security, Dell recommends adding IP addresses for the following (Not all
environments will have all components): Backup console (vRanger Server, vRanger client

-



13. Click Create a New Container. Confirm that the container is added.

M_L DR4100

administrator (Log out) | Help

ivanw-sw-02 testad ocarina lo

= Containers

Create |
Global View
Dashboard
Alerts " Message |
Events B « Successfully added container "sample".
Health u . y added NFS for iner “sample”.
Usage e Si fully added CIFS cor for container "sample".
Container Statistics
Replication Statis Number of Containers: 2 Container Path: /containers
Storage Containers Files ) CIFS RDA Replication Select
Containers
Replication backup v v Mot Configured
Clients sample v v Mot Configured

Schedules

System Configuration
Networking

Active Directory

Local Workgroup Users
Email Alerts

Admin Contact Info
Password

Email Relay Host

Date and Time
Support

Diagnostics

Software Upgrade
License

Copyright © 2011 - 2013 Dell Inc. Al rights reserved.

14. Click Edit. Note down the container share/export path, which you will use later to target

the DR Series Deduplication Appliance.

DR4100

SE——— Edit Container: sample

Global

administrator (Log out) | Help

tatistics
* = required fields

DEE: Connection Ty< No Access '® NAS (NFS, CI@@ Data Access (RDA)

Alerts NFS

E B NFS access path: 10.250.224.190:/containers/sample
vents

BEELUN  Use NFS to backup UNIX or LINUX clients
[IE=LER @ Enable NFS

BB  Client Access

Bl (¥ Open Access (all clients have access)
NFS Options:
& rw insecure

ro

Map root to:
root

Software Upgrade
License

Copyright € 2011 - 2013 Dell Inc_ All rights reserved.
I
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CS—
CIFS ntainers

CIFS share path: 1110.250.224.190\sample I
ielect

Use CIFS to backup MS Windows clients
¥ Enable CIFS

Client Access: m

#! Open Access (all clients have access)

Cancel Modify this Container



15. Click Cancel to exit.

administrator (Log out) | Help

T Edit Container: sample

tatistics
* = required fields
i Connection Type‘ No Access '® NAS (NFS, CIFS) " Rapid Data Access (RDA) (7
NFS CIFS ntainers
NFS access path: 10.250.224.190:/containers/sample CIFS share path: 1110250 224 190\sample =
elec
Use NFS to backup UNIX or LINUX clients Use CIFS to backup MS Windows clients
¥l Enable NFS ¥ Enable CIFS
Client Access: Client Access m
# Open Access (all clients have access) #) Open Access (all clients have access)

NFS Options
® rw insecure
o

IMap root to:
root

ndify this Container

Software Upgrade
License

Copyright @ 2011 - 2013 Dell Inc. All rights reserved

NOTE: For NFS backup using vRanger, a target folder needs to be created under NFS share
directory. This is a sub-directory of the DR container NFS Export directory. This is the location to
which savepoints will be written. This is not required while adding CIFS share. Mount the NFS
share onto any of the NFS clients available in the environment. Create a directory using mkdir
command inside the mounted directory.

0 Smnt/mntpt
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Set up vRanger

NOTES:

To maximize the DR Series Deduplication Appliance-vRanger storage capacity savings, it
is highly recommend following the exact below setup settings.

The backup formats differ completely when setup settings are changed. Hence, all
savings on vRanger installations that had settings changed in between are null and void.

1.

For backing up virtual machines, open vRanger Backup & Replication Console. Goto My
Inventory - > Virtual -> Add, and add either your Virtual Center or ESX Host.

While adding Virtual Center provide IP/Hostname, and credentials of accessing the virtual
center. While adding ESX Host provide root credentials to access the ESX host.

@ vRanger Backup & Replication

File Tools Help

o Add v () Remove (g Edt (& Run @ Failover [ TestFalover (&) Enable

Virtual |phygca‘| |Type |Name Schedule
rErv b g
@. Virtual Center
[ Esx Host

working Inwventory

| Mext Run

=]

@; Backup Group

Backup Groups ¥

.5 My Inventory

(=) My Jobs

=2 My Repositories
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e Adding ESX host

&) vRanger Backup & Replication

File Tools Help

(i Add ~ () Remove (3 Edt (3 Run & Falover (B TestFalover (3 Enable

My Inventory

Virtual |phwca‘| ‘Typa |Nama WSchenu\a Hesct Run
A 28R &-| B B8
[Add Host Credentials
Host Credentials
DINS Mame or [P
User Mame:
User Passwaord
¥ &dd user if user does no exist?
Roct Password
Port Humber 2z
Cancel
Backup Groups ¥
UL
o2 My Inventory
(£) My Jobs
==| My Repositories
@ My Reports

e Adding Virtual Center

‘Ranger Backup & Replication
File Took Help

& Add = () Remove (g Edt (g Run & Failower (B Test Falover (5 Enable

My Inventory Waorking Inventary

Virtual | Phys\:all ]Type |Name |Schedu\e Mext Run

A-A LA

DMS Hame or [P
User Name
User Password

Port Number

Cancel

Backup Groups H

.t My Inventory
1) My Jobs

é My Repositories

D My Reports
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For backing up physical machines, go to My Inventory - > Physical - > Add
Select ‘Install Physical Client on machine? flag. By default Physical client is installed on
the physical machine at ‘c:\programs Files\Quest Software\".

"_E_O;lvllanger Backup & Replication

File Tools Help

g Add = (g Remove g} Edit g Run @ Failower ﬂ Test Failover (g Enable

My Inventory Warking Inventaory

— Phy'sicall ‘Type ‘Nama Scheduls |Naxtan

A-48 2 &

Add Physical Machine Credentials

DNS Mame or IP

User Name
User Passwaord

¥ Irstall Phusical Client an machine?

Agent Location
Part Humber 51000

Backup Groups ¥

.2a My Inventory

() My Jobs

== My Repositories

Q My Reports

Mapping CIFS/NFS share to vRanger. vRanger supports both CIFS and NFS protocols.
Mapping CIFS share : My Repository - > Add - > Windows Share (CIFS) -> Enter required
details and then OK.

(@) vRanger Backup & Replication =
File Tooks Help

Catalog Search FLR From Marifest | Flle Level Restors G Restors | Restors From Virtusl Manfest  §r| Restors from Physical Manfest - Remove
My Repositories ‘ . Warking Repository
= Date Range  Last Morth * | Group By 5| Repositories & Machines -
-5 =
Host Name ‘Type |Created /| Original Size (MB) | Data Written (ME)
i
- SFTP
Lam FTP
118 WS

backup_63
480 etVaut SmartDisk. (NVSD)
298l EMC Data Domain Boost (DDB)

Repository Mame | sample

Descilption | Folder for CIFS share

User Name [ Adriristiator

Password |

Server Viawsys-Eheampley| Browse
Free Space |

Enciypt all backups ta this repasiton

Passvion e ——

Confim [ Contim the Password

2 My Inventory

(Z) My Jobs

= My Repositories

[ My Reports

[efuls o s oo,
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NOTE : While creating repository (CIFS/NFS), for better savings DO NOT enable encryption.

e Mapping NFS export : My Repository - > Add -> NFS -> Enter required Credentials - > OK

() vRanger Backup & Replication

[=[C
Fie Tools Help
Caalng Search FLR from Manifest | Fl= Level Restors G Resore Gr| Restore from virtual Manifest S Restore from Physical Marifest - Remooe
My Repositories Working Repository
s Date Rangs  Last Morth ~ | Group By 55 Repositories & Machines -
o[- = ‘
Host Name |Tyue ‘Created # | Original Size (MB) | Data Written i
B8 Windows Share (CIFS)

L SFTP =l Repository Name : backup_63 (1 item)
Add Network File Share Repository
2

204,500 4,308

| ﬂ MNetWault SmartDik (NVSD) 204,800 5,032

E el EMC Data Domair Boost (DDB) i Sy
" RepostoyMane [backip s 204,800 a0
i — 204,600 37,495

Description Folder for NFS share

DNS Name a1 [ syeys 63.ocsrina ocal

Evport Direstory

| teantainersbackup!

TagelDirectoy [

Encrypt all backups ta this repsita

= 8 o the repository

Corfirm [ Carfim the Passward

5 My Inventory

(&) My Jobs

Z= My Repositaries

1) My Reports

NOTE : In ‘Export Directory’ just mention export directory and not the whole share path [i.e
should not provide IP/hostname of DR Series Deduplication Appliance]. And in Target directory’

just mention the target directory name which was created under share directory [Mentioned
above in chapter 2 |.

4. Enable Change Tracking (Change Block Tracking) on the VM you want to backup.

W& YRanger Backup

File Taols Help

(H) Add - () Remove (g Edt (@ Run jm Falover (§] TestFailover () Enable

My Inventory

Wirtual | Physical | | Tvpe
AP ) - =]
= [ 2 re20-system-50.0carina.local

® Anand-VCenter-2

(13 & Base-WwaKoRz

@ r&20-system-50-wRange i

@ r20-system-b0-vRange rifl

T & RHEL60-Base

03 & susE11-Base

[ & TestRHELE

[0 & Test-winzke

Mame Schedule

.,-tf Add Host Credentials
_X,“f Credential Properties
4 Remove Credentials

Backup WZK&-Base

Replicate W2KE-Base

Enable Change Tracking

Wiew History

RoEen

Refresh Inventory
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5. Selecting a Virtual or Physical machine for backup

vwRanger Backup & Replication

Fil= Tools Help

gy Add ~ 5 Remowe

Edit gl Run B Failowver

My Inventory

wirtual | Physical |

- a8 B 2

e

1 Test Failover (%) Enable

e

| Schedule

afl-| B =

SEeEEeeeE

Bhbbb

= [ 252 réz0-swstem-50.0carina.local
Anand-vwCenter-z

& Base-WIKSRZ
r&20-system- E0-vRange rid
r&20-system- E0-vRange rid
FHEL&O-Basze
ZUE11-Basze

Test-PFHELS

Test-

e

WiN2ZHE

S Add Host Credentials
‘,:-;‘ Credential Properties
2% Remove Credentials
|45 Backup waKs-Base
&

Replicate W2iks-Baze

& Disable Change Tracking
LD Wiew History

&' Refresh Inwentary

Backup Groups

¥

- on My Inventory

IL.=) My Jobs

;=.-;1 My Repositories

1Y) My Reports

6. This opens the Backup Wizard. Select Included Hard Disks in Virtual Machine Hard Disk
Inclusion. Then click Next to get to Repository Selection. Select the repository to which

the machine

is to be backed up.

(®)vRanger Backup & Replication

Fie Took Help

(B Add ~ (3 Remove () Edi

& Run G Fallover (B} TestFailover (3 Enable

My Inventory

Wirtual |Phys|ca\|
B4 B8R &
B [ 2 ré20-system-50.ocaring
(T Anand-vCenter-2
(D & Base-wakeRz
(T rez0-system-50-vRange
(T rez0-system-50-vRange
(T & RHELGD-Base
(& SUSE11-Base
(B & Test-RHELS

Backup Groups

wau My Inventory

pository Selection

he rept

—

~Repaskories ——— ~Selected Repasiton

-5 Name

=158 Windows Share (CIF5) Type
B Location

388 SFTP i

= esciiption
EEFTP
M8 NFS

backup_83

M489 Netviault SmartDisk (NVSD) Fiee Space

88l E4C Data Domain Boost (DB

[ sample

[ Windows Share (CIFS)

[ swsps-63/sample/

Sample CIFS Backup falkder

[z184068

Password

Confim

I™ Enciypt all backups to this repositony

() My Jobs

L My Repositories

< Back. | Newt > I

Cancel |

[I") My Reports

lelEle o T o

-[olx]

@
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Select the appropriate Transport type according to the set up. If not sure, select
‘Automatic Transport Selection’

(@) vRanger Backup & Replication _[O]>

File Tools Help

(@ ndd = (3 Remove (G Edt (5 Run Gy Falover () TestFalover (3) Enable

My Inventory

virtusl | physical |
24882

B [7 2 ré20-system-50.0ca

Anand-VCenter-2

(D & Base-w2KeRZ
ré20-system-50-uRange

% 2 il @ o e sE
r630-system-50-vRange

& Automatic transport selection

VRanger will select the ianspart types based on the curient canfigwiation and system state

B & RHELDBase “Ranger wil use these settings o determing which tansport fo use
5 & SUsE11-Base \here da you want this job to be un?

(B & Test-RHELS
D & Test-winzke

1 Onihis vRianger machine

& On a vRanger virtual sppliance
\hich transports should this job attempt?

¥ Advanced SAN / Hotbdd)

W Lan

I™ Use 55L encryption while transterring fles over the LAN connection when available

Based on the selections abave and the curent state of your system, this job wil attempt to use the folloving Fansparts
In the crder specified:

Machine-basedHotAdd -> M achine-based LAN

Backup Groups

= (Ine or mare: hosts in this job do not have a vRanger virtual appliance
.2a My Inventory configured. Configure now? Csligue il ee
(Z) My Jobs

% My Repositories

< Back | Next > I Cancel |
[I] My Reports

Select appropriate backup options in Options Selection
e ForVM

Backup Wizard

Options Selection

Backup powered on machines only.
r VF{al_'lger Backu_p & Rgplicatinn will check the status of the virtual machine before it begins 2 backup, and will skip

the virtual machine if itis not running. If a virtual machine is notrunning, it may be the casethat it has not changed
mgmﬂc&nﬂysmﬂe the last backup, so creating another backup could be redundant.

- Chesk

destination for free D
v%’mﬁM{ﬁﬁeﬁorm the backup after verifying that space is available at the destination.

mpress backed up fil
r vHanger plication will create a compressed copy of the source machine.

Update notes with the latest backup results.
vRanger Backup & Replication will update the virtual machine notes in VirtualCenter with the mast recent backup
status.

r

nable guedqumng

mg*p 2 database server, but only on ESX 2.5 Update 2 or later with VSS enabled in
VMWare tonls NMB jobfailover will not be performed if this option is enabled for Windows 2kBor 2kE R2 guests
on ESX4.1.

.
nahlem:lwe Blnnk M.apmng (ABM).
v

1z the backup time and size by using Active Block Mapping™ technology
on NTFSdls ks to bac:kup anly bloclus that are actively used by the guest 05, Deleted data will not be backed up.

Enable Cataloging.
vRanger Backup & Replication will catalog the files on disk for this backup. Cataloging mustbe enabled in the
Configuration Options.

< Back | Mext » I Cancel
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For Physical Machine

Backup Wizard

Options Selection

t the options to apply to this job.

-9 ecl:desllnahnn lbrfree spal:e
Vhage =

jorm the backup after verifying that space is available at the destination.

will create a compressed copy of the source machine.

ble Active BElock Mapping
7 imize the backup time and size by using Active Block Mapping™ technology
on NTFS disks to backup only blocks that are actively used by the guest OS. Deleted data will not be backed up.

Enable Cataloging.
I  vRanger Backup& Regplication will cataleg the files on disk for this backup. Cataloging must be enabled in the
Configuration Options.

O B Microsoft's Velume Shadow Copy Services (WSS) to put supported
appllcatlons intoa onnsmtentstate durlng @ backup. This ensures that the application and data can be reliably
recovered from the backup archive.
i Enable VSS log truncation
i vRanger Backup & Replication will initiate the truncation of any supported application transaction logs upona
i successful backup using Microsoft's Volume Shadow Copy Services (VSS). Log truncation automatically frees
i space inthe logical log for reuse by the transaction log.

< Rark I Mavt I Caneal I

NOTE:

Always Disable ‘Check destination for free space’ as DR Series Deduplication Appliance supports

deduplication and so overall space occupied is lesser.

Always enable ABM (Active Block Mapping) for better overall results from both vRanger and DR.
vRanger recommends to Enable ‘Guest quiescing’ on VM backups, in case of backing up a

database (Eg : Exchange server).
Disable ‘compress backed up files’ for better savings.
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9. Retention Policy Selection: Define the type of backup as Full/Incremental/Differential,

set Retention Policy.

Retention Policy Selection

tention po

~ Retention FPolicy

Savepoint Count
7 = The minirum number of savepoints that will be stared.

~Space Saving Technalogy
o Mane
Perfarm & full backup sach time this job is run.
" Incrermsntal
Perfarm an incremental backup unless the threshold count has been excesded.
" Differential
Ferform a differential backup unless the count threshold or the size threshold has been exceeded.

< Back I Ment > I Cancel |

10. Schedule the backup and then provide mail server details for sending mail.

11. Verify backup Summary page. Click Finish.

Summary
Ple: nine the ji 2ttings below and confirm your ions before clicking Finish,
- Name Backup "w2K8-Bass' ;I
.. Description
- [nwentory Node wiZKa-Baze
= Repositories sample
Type Windows Share [CIFS)
Location “hawsps-BIhsamplel
... Retention Policy Retain 7 savepoints
... Space Saving Technology Mone [Only full backups will be performed)
= Recurrence Schedule Scheduled
Frequency Oecurs every day effective 5/7/2013 at 12:29 AM
.. Trangport Selection Automahic
= Option Flags 2 options set
Enable Active Block Mapping [ABk).

Enable Cataloging.

[

[ Fanihe job after Finizh 1z chicked.

< Back | Finish I Cancel |
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3 DR Native Replication Setup & Restore from Target
Container

3.1 Build Replication Relationship between DRs

1. Create a source container on source DR

ML DR4100-VM ator (Log out) | Help

Containers Create | Edt | Delete | Display Statistics
B Global View
B Dashboard
Alerts Mumber of Containers. 10 Container Path. /contamers
Events Containers Files NFS CIFS RDA Replication Select
:‘:' backup 2 o o Mot Configured
cifs1 <] w Mot Configured
cifs11 1] w Mot Configured
kknls o L Mot Conhigured
nbu-cifs-01 14 - Mot Configured
nvbu T - - Stopped
rvibul T L Onlline
nw-cifs-01 21 w Mot Configured

Mol Configured

sample Mot Configured

Date and Time
Support

ght € 2011 - 2013 Dell Inc. All rights

2. Create a target container on target DR

mL DR4100-VM administrator (Log out) | Help

ivanw-sw-01 testad ocarina.lc

E Containers Create | Edit | Delete | Display Statistics

Global View

Dashboard
Alerts Number of Containers: 10 Container Path: /containers
lerts
Events Containers Files NFS CIFS RDA Replication Select
e backup (1] v v Not Configured
Usage
Container Statistics cifs1 1 v Not Configured
Replication Statistics cifs2 0 v Not Configured
i Storage kknfs (0] v Not Configured
i-Containers
kknfs2 0 v Not Configured
Replication
Clients nfs-01 0 v Mot Configured
Schedules nfs1 0 v Not Configured
Replication Schedul
R e nw-cifs-01 9 v Not Configured
Cleaner Schedule
System Configuration rep-target 0 Not Configured
Networking sample 7 v Not Configured

Active Directory

Local Workgroup Users
Email Alerts

Admin Contact Info

Password

Email Relay Host
Date and Time
Support

Copyright © 2011 - 2013 Dell Inc. All rights reserved
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3. On source DR, go to Replication page, and then click Create

ml DR4100-VM administrator (Log out) | Help

ivan-sw-03_ocarina local . . &
Rep| ication - | Bandwidth |
B Global View
B Dashboard
Alerts Number of Source Replications: 2
lerts
Evenis Local Container Name Role Remote Container Name Peer State Bandwidth  Select
Health
ST 10.250.243.18
Usage nvbu G Stopped Default
Container Statisti
Replication Statist nvbut ,113132[,:310-243-18 Online Default

B Storage
Containers
Clients
B Schedules
Replication Schedule
Cleaner Schedule
B System Configuration
Networking
Active Directory
Local Workgroup Users
Email Alerts
Admin Contact Info
Password
Email Relay Host
Date and Time
Support

Copyright © 2011 - 2013 Dell Inc. All rights reserved.

4. Select the source container as source container, then enter the info of second DR

mL DR4100-VM administrator {Log out) | Help

! Create Replication

2 * = required fields
= | Step 1- Select a local container - Step 3 Select arole Step 4: Remote container settings

backup - ® Source "/ Target Create container on remote system

cifs1 ® Map to container on remote system

cifs11

kknfs

Username™
nbu-cifs-01 administrator

nw-cifs-01 Password”

rep-source
——— 1 Peer Systen [10.250242.133

£ Remote Container- [Retrieve Containers(s)

Step 2: Select Encryption I
= ® None ™ 128 bit 256 bit

Cancel Create Replication
s
Email Relay Host
Date and Time

Support

Copyright © 2011 - 2013 Dell Inc. All rights reserved
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5. Click Retrieve Containers, then select the target container on the list

D&AL Dretoo-vm

} Create Replicaticn

= | Step 1: Select a local container .
|backup -
|cifs1
|cifs11
| kknfs
|nbu-cifs-01
Inw-cifs-01

|sample

Step 2: Select Encryption F
= '® None ' 128 bit "' 256 bit

e and Time

Support

Step 3: Select arole :
'® Source ' Target

* = required fields
Step 4: Remote container settings
Create container on remote system
® IMap to container on remote system

Username™ |administrator

Password™ |

Peer System™ |1 0_250_7'27427__1-:373'

Remote Cnntamert
backup -
cifs1
cifs2
kknfs
kknfs2
nfs-01
nfs1
nw-cifs-01
rep-farget
Sampe: *

Cancel Create Replication

Copyright © 2011 - 2013 Dell Inc. All rights reserved.

6. Click Create Replication

D&AL Dora100-vm

} Create Replication

= Step 1: Select a local container . Step 3: Select arole :
|backup B '® Source - Target
[cifs1
|cifs11
|kknfs
|nbu-cifs-01
|nw-cifs-01

rep-source

sample

Step 2: Select Encryption [
= | '® None '~ 128 bit "~ 256 bit

* = required fields
Step 4: Remote container settings
Create container on remote system
® Map to container on remote system

Username’: administrator

Password™

Peer System™ 1 d:'é5'0_727427_-1- 3:5

Remote Container. [Retrieve Containers(s)

backup -
cifs1

cifs2

kknfs

kknfs2

nfs-01

nfs1

nw-cifs-01

sample i

Cancel

Copyright © 2011 - 2013 Dell Inc. All rights reserved.
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7. Verify the replication relation between DRs is created.

D¢AL

DR4100-VM

ivan-sw-03.ocarina.local E|

Global View

Dashboard

Alerts

Events

Health

Usage

Container Statistics

Replication Statistics

Storage

Containers
--Replication

Clients

Schedules

Replication Schedule

Cleaner Schedule

System Configuration

Networking

Active Directory

Local Workgroup Users
Email Alerts

Admin Contact Info
Password

Email Relay Host

Date and Time
Support

Replication

Number of Source Replications: 3

Local Container Name Role
b [Source 3
rotut

Copyright © 2011 - 2013 Dell Inc. All rights reserved

NOTE:

administrator (Log out) | Help

Create | Edit | Delete | Stop | Start | Bandwidth | Display Statistics

Remote Centainer Name Peer State Bandwidth Select
10.250.243.18

e Stopped Default

W Online Default

nvbu1

10.250.242 133
rep-target

Make sure the replication session has Peer Status as Online. If restore from replication target is

needed,

Make sure the replication is in INSYNC state from Replication Statistics menu, and Stop or Delete

the replication.

Make sure the replication target has CIFS/NFS connection(s) enabled when restoring from it.
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3.2

Restore data from target DR

8. Add the target DR container into vRanger repository. Follow the same steps as described

under Section 2 in Step#3.

9. Create arestore job from this target container. Go to My Repositories, select the container
repository. In the Working Repository pane click to select a savepoint to restore

Restore icon on the toolbar, or right-click the savepoint and click Restore.

Host Mame Type Created
= Repository Mame @ cifs1 (1 item)

=2 @ Machine Mame : Karenk-Wwin32-01 {1 item

=1}

|B File Lewel Restare
g Remaove
Rermowe Catalog

10. Monitor the job and verify it completes successfully.

File Tools

Help

@ Add - (@ Rerove @3 Edit (@ Run Gm Failover (§ TestFailover ( Cancel (3 Enable

4 Original Size (MB)

. Click the

Data Written (ME

[ Recent Jobs - Successful Tasks,

Date Range  Last Day

==] current Jobs (0, 0)
Funning Tasks (0}

= Queued Tasks (0]
*) Recent Jabs {11, 11

@ asks (3

() Canceled Tasks (0]

~ [ Reset Laynut

 Type | Source Destination

Estor; ‘karen_wa' Restore cifst

Destination

Status  Start Time

r620-system-d3.0caring lo.. @Co... 12420 /2013 514636 PM

Status  Start Time

Destinatian
Backup 'karen_va' Backup  10.280.225.83-:karen_va cifs1
- Backup'katen_wa' Backup  10.350,325.83-karen_va  cifs]

Aborted Tasks (0) Hame T Type  Source
s cheduled Jobs (1)
(&4 On Demand Jobs (3)
z izabled Jobs (27)
(7] Job Search

Status  Start Time
T Con 12/29/2013 5:39:37 Pu
A Co. 12429/3013 B:d9:17 P#

12/29/2013 7:01:53 Ph ol

End Time

End Time
1272972013 5:45:16 Ph
125392013 7:07:47 Ph

Dura
00:0F
a1:1E
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4

Set up the DR Series Deduplication Appliance Cleaner

The cleaner will run during idle time. If you workflow does not have a sufficient amount of idle
time on a daily basis then you should consider scheduling the cleaner which will force it to run
during that scheduled time.

If necessary you can do the following procedure as described in the screenshot to force the
cleaner to run. Once all the backup jobs are setup the DR Series Deduplication Appliance cleaner
can be scheduled. The DR Series Deduplication Appliance cleaner should run at least 6 hours per
week when backups are not taking place, generally after a backup job has completed.

Performing scheduled disk space reclamation operations are recommended as a method for
recovering disk space from system containers in which files were deleted as a result of
deduplication.

ML DR4000 Help | Log out
DR4000-DKCV651 ;

Dashboard Cleaner Schedule Schedule Cleaner

System time zone: USICentral, Mon Jan 23 15:18:48 2012

Day Start Time Stop Time
sun - -
Mon - -
Tue - -
Wed - -
Thu - -

Fri - -

Sat - -

MNote: When no schedule is set, the cleaner will run as needed.
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Monitoring Dedupe, Compression & Performance

After backup jobs have run the DR Series Deduplication Appliance will track Capacity, Storage
Savings and Throughput on the DR Series Deduplication Appliance dashboard. This information is
valuable in understanding the benefits the DR Series Deduplication Appliance.

NOTE: Deduplication ratios increase over time, it is not uncommon to see a 2-4x reduction (25-
50% total savings) on the initial backup. As additional full backup jobs complete the ratios will
increase. As mentioned before backup jobs with 12 week retention will average a 15x ratio in
most cases.

ML DR4000 Help | Logout
DR4000-DKCV6S1 =

Monitor Dedupe,
Dashboard

Compression &
Performance

umber of Events:

L
=}

u System State: optimal u HWV State: optimal

Capacity Storage Savings Throughput
Zoom: 1h 1d 54 im 1y Zoom: th 1d 5 Im Iy 'S
Physical =

Savings (%) MB/s

Compression

B Schedule
Replication
Cleaner

B System Configuration
N <i

:00 11:10 0:50 11:00 11:10 11:2
Time {minutes] Timne {minutes)
i ) { )

Used (48.0 GB) Ml De-duplication M Read
M Free (7.76 TB) Il Compression Write

Em
Date & Time
B Support
k!
Software Upgrade

System Information

System Name: ... . DR4000-DKCVES1 Total Savings

Software Version

- 0.98.0.33870 Number of Files across all Containers: .

Current Date/Time:. - Man Jan 23 11:42:40 2012 NUmber of CONAINEIS: ..o

Cleaner Status: .. - Pending Number of Containers Replicated:

Capacity Before Optimization: ...
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